## PSHE

## Year 8 <br> Summer 1: Personal Finance



- Regubr allowance from parents or fanily members
- Borrowing or gifted hamp sam of money from a parent or family member
- Leen from the hank
- Credir car
- Earned income/solen
-Student ken
- Online peer to peer knders
- Pay day/high street knders

Key vocabulary:

## Credit card - A way of paying for things with money borrowed from the

 bank.Saving - Putting money away Income - Money received
Expenditure - Action of spending funds
Budget - Estimate of income and expenditure

## Interest - Money the bank adds to your savings or the amount you need to pay back on top of the money you borrow <br> Debt - Money that is owed to an organisation



Meq口y, niqu s

1. How can you check how much money you have in your current account? Answer: All of them - ATM/cashpoint, visiting your bank/building society branch, logging on to online banking, mobile banking app
2. What is the term used to describeyour bank account if the balance drops below £0? Answer: c) Overdraft
3. Which of the following forms of borrowing do you think has the highest risk associated with it? Answer: a) Loan shark
4. What does the term Annual Percentage Rate mean in relation to a credit card? Answer: c) The interest rate you pay for borrowing money
5. Why is your credit rating important? Answer: All of them - lenders will consider your rating when deciding on whether to lend you money, it can impact interest rates lenders set for you, affect how likely you are to get a mortgage, andlastsix years
6. Which of the following can havea negative impact on your credit rating? Answer: d) Missed payments on a credit card
7. Which of these is the most important utility bill to prioritise if you are in financial difficulties (pay first)? Answer: a) Council tax
8. How much is an annual colour TV
licence to watch live or recorded TV?
Answer: c) Between $£ 100$ and $£ 200$
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| Statements | Benefits of using credit | Disadvantages of using credit | Benefits of saving | Disadvantages of saving |
| :---: | :---: | :---: | :---: | :---: |
| Using a credit card lets you buy something now | $\checkmark$ |  |  |  |
| Saving for something means you'll have to wait to buy it |  |  |  | $\checkmark$ |
| Using a credit card doesn't cost anything if you pay it all off each month | $\checkmark$ |  |  |  |
| Using a savings account earns interest on your money |  |  | $\checkmark$ |  |
| Borrowing money, such as a student loan or a business loan, can help get you started on the career ladder | $\checkmark$ |  |  |  |
| Saving for something means you don't get into debt |  |  | $\checkmark$ |  |
| If you use a credit card and don't pay it all back each month, you pay interest on what you spend |  | $\checkmark$ |  |  |
| Borrowing money and paying it all back when needed improves your credit score | $\checkmark$ |  |  |  |
| Getting into debt can have a negative impact on your credit score |  | $\checkmark$ |  |  |
| Having some money saved reduces the stress if something goes wrong or an unexpected event happens |  |  | $\checkmark$ |  |
| Add your own here |  |  |  |  |

Money mules (Case study 1)
A "witting" mule assists the crime by providing the bank account where the proceeds of any fraud or scams can be paid to. Fraudsters and scammers can open an account themselves using fake ID, or can convince someone who already has a bank account to receive money on their behalf. The mule has acted illegally, even if they didn't know the extent of the fraduster's actions

Online scams (Case study 2) Scammers advertise goods or services that don't exist or aren't theirs to sell. They convince you to send the payment directly to their bank but the goods never arrive, or are not as advertised.

## Vishing (Case study $3 \& 5$ )

A phone call from a fraudster posing as an employee of a reputable company, who will come up with a plausible story to get you to share your financial/personal information. They can fake their telephone number and do some basic research online to get unique details about you to sound more convincing.

Social engineering (Case study 3 \& 4) Fraudsters manipulate or trick people into exposing their personal or financial information, through fake emails, phone calls, text, posts on social media. These can be very complex attacks, some combining various sources of information about you to appear more convincing.

Phishing and smishing (Case study 6) A scam to access valuable personal details by sending emails or texts, that ask you to call a number, download an attachment or follow a link to a website containing malware, which can collect secure information. Messages often appear to be from your bank, or company you are registered with.

## Top tips for staying safe online

1. Check whether personal information is public on your social media accounts, e.g. your birthday, home town, pet names, holiday dates, job title. Fraudsters can use this information to steal your identity and apply for bank accounts or buy products in your name
2. Don't click on links or open attachments in emails or text messages that prompt you to enter information
3. Never share or hand over your PIN, bank details or passwords with anyone who contacts you through text, email, phone or in person, and don't write them down
4. Phone organisations directly from the number listed on their website to verify who is contacting you
5. Password protect your devices using random words and include symbols, numbers and capitals and regularly change them. Don't use the same password for different accounts
6. Limit your online activity when using open public Wi-Fi connections, including logging on to your email, online banking and online shopping
7. When online shopping, check that web addresses begin with 'https' and that there's an unbroken padlock symbol in the browser address bar. The destination of links will show up if you hover over them without clicking
8. Install anti-virus software on your laptop and any other personal devices and keep it up to date

